Internal Controls Evaluation Checklist
In December 2017, the Issuance Focal Point Working Group voted on having an optional addition to Issuances that includes a checklist that can be used to ensure compliance with the policy.

There is no set rule in how this is to look.  The following are some examples of how the checklist may be included to the issuance.

These documents should be the last section of the Issuance at the very end.  

If changes are only needed to be made to the internal audit review checklist after the Issuance is published, it will only be considered an administrative change and the Issuance will not have to be coordinated.

The following are three examples of a type of checklist.  Example 1 is directly from an Army Regulation.  Example 2 is using the Army format but creating a review checklist for the DoDEA Issuance on Government Travel Charge Card.  Example 3 is a table format using information from the DoDEA Issuance on Home Visit.  These are purely examples to help the Action Officer.
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Internal controls evaluation checklist
example 1:  from Army Publication
F-1.  Function.
The function covered by this evaluation is the Army Privacy Program.
F-2.  Purpose.
The purpose of this evaluation is to assist users of Army Regulation 25-22 in evaluating the key internal controls listed.  It is not intended to cover all controls.
F-3.  Instructions.
Answer must be based on the actual testing of key internal controls (for example, document analysis, direct observations, sampling, and simulation).  Answers that indicate deficiencies must be explained and the corrective action identified in supporting documentation.  These internal controls must be evaluated at least once every five years.
F-4.  Test questions.
a.  Is a Privacy Act Program established and implemented in your organization?
b.  Is an individual appointed to implement the Privacy requirements?
c.  Are appointed privacy officials providing annual privacy training tailored to their organization requirement?
d.  Are privacy officials providing to Army Privacy Office all reports mandated by law (annual Federal Information Security Management Act of 2002, quarterly Public Law 110-52, Section 803 and OMB Circular A-130, appendix I)?
e.  When more than 30 calendar days are required to respond, is the Privacy Act requester informed, explaining the circumstance requiring the delay and provided an appropriate date for completion?
f.  Are System of Records Notices posted in the FR reviewed by the system owners every two years and reported through their privacy official to the APO?
g.  Are accounting disclosure logs being maintained?
F-5.  Supersession.
Not applicable.
F-6.  Comments.
Help make this a better tool for evaluating internal controls.  Submit comments to the Army Privacy Office via the e-mail address specified at https://www.rmda.army.mil/privacy/rmda-po-contact.html or via U.S.  Mail to the Records, Management and Declassification Agency, 7701 Telegraph Road, Casey Building, Room 102, Alexandria, VA  22315-3827.

internal Control Evaluation checklist
example 2:  Use of Government Travel Charge card
F-1.  Function.
The function covered by this evaluation is the Use of the Government Travel Charge Card (GTCC) Program in DoDEA.
F-2.  Purpose.
The purpose of this evaluation is to assist users of the policies and responsibilities related to the use of the GTCC in evaluating the key internal controls listed.  It is not intended to cover all controls.
F-3.  Instructions.
Answer must be based on the actual testing of key internal controls (for example, document analysis, direct observations, sampling, and simulation).  Answers that indicate deficiencies must be explained and the corrective action identified in supporting documentation.  These internal controls must be evaluated at least once every five years.
F-4.  Test questions.
a.  Is the GTCC Program established and implemented in your organization?
b.  Is a DoDEA Agency/Organization Program Coordinator appointed to perform the day-to-day management of the GTCC Program to manage, disseminate guidance and DoDEA-wide notices and conduct training?
c.  Are cardholders and supervisors/managers completing required training?
d.  Are employees who are require and are authorized to receive the travel card being identified and performing required GTCC training?
e.  Are process travel card applications, ensuring the GTCC application and Statement of Understanding (SOU) being completed and signed?
f.  Are appropriate employees receiving information on GTCC Program during their in/out processing procedures?
g.  Are employment status and closing GTCC accounts happen when cardholders are leaving, retire, or separate from DoDEA?
h.  Is the DoDEA Agency/Organization Program coordinator maintaining cardholder account files with the application, signed SOU, correspondence pertaining to the cardholder (i.e., training certificates, account maintenance requests, and delinquency notifications)?  Are the files properly secured and maintained in accordance with security and privacy regulations?
i.  Is monthly reviews of cardholder account activity being done to ensure compliance with applicable regulations?
j.  Are employees encouraged to use the split disbursement option?
k.  Are all cardholder account transactions reviewed and validated to ensure they are in compliance with DoD and DoDEA policy?
l.  Are cardholder addresses on validated on a routine basis and provided the travel card vendor with changes that may affect cardholder accounts?
m.  Is the Monthly Validation Checklist completed and forward to DoDEA HQ Resource Management Division found at http://www.dodea.edu/Offices/ResourceManagement/travel.cfm.
n.  Is periodic reports on the status of the GTCC Program provided to management?
o.  Ensured that travel orders reflect a Centrally Billed Account (CBA) is used to purchase airline ticket and that GTCC is not used to procure airline tickets without prior approval from HQ/Resource Management Division?
p.  All DoDEA GTCC Cardholders have completed training course; signed and complied with the terms and conditions of the cardholder’s SOU Agreement; provide travel card vendor and the Agency/Organization Program Coordinator is timely notified of names and address changes?
q.  Are all potentially erroneous billing statement disputed in writing within 60 days from the date of the charge appearing on statement?
r.  Has all lost or stolen travel cards been reported timely?
s.  Has noncompliance been handled appropriately and reported to supervisor?  Was a delinquency notification letter to cardholder been forwarded?  Was appropriate action according to the policy followed?
F-5.  Supersession.
Not applicable.
F-6.  Comments.
Help make this a better tool for evaluating internal controls.  Submit comments to the Resource Management Division via the e-mail address specified at --------.

internal Control Evaluation checklist
example 3:  Home Visit
	CHECKLIST ITEM
	YES/NO

	Coordination with DoDEA HQ Early Childhood Education Instructional Systems Specialist (DoDEA HQ ECE ISS) to collect data on number of home visits conducted in each region?  Provided data to DoDEA HQ ECE ISS?  Provided data to District Superintendent?
	

	Approval of district exceptions to the home visit policy?  Requested by District Superintendent?  Recommended by Region Directors for Student Excellence?
	

	Was all home visit in typical length of time and with at least one parent/legal guardian attending?
	

	Did the DoDEA Principal have a copy of the visitation schedule and contact information for all home visits in the SY?
	

	[bookmark: _GoBack]In cases where a government vehicle was not available for use; was employee reimburses in accordance with Joint Travel Regulation?
	

	No reimbursements occurred for the use of nongovernment car when one was available?
	

	Was an alternate calendar implemented in accordance with the policy?
	

	For home visits for the Sure Start Program, was the alternate calendar in compliance with DoDEA Regulation 1307.01?
	

	Was all new PSCD, PK, Sure Start and kindergarten teachers provided home visit information during new teacher orientation?
	

	At the start of the SY, did District Superintendent receive the data collection document from HQ ECE ISS?
	

	Did the District Superintendent distribute the data collection document to the DoDEA Principals?
	

	Did the District Principal complete and send the home visit data collection back to the District Superintendent within the first 30 days of the school year?
	

	Was the home visit data collection provided to Regional Director for Student Excellence and reported back to DoDEA HQ ECE ISS by the last Friday in October?
	



